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This document will explain how to trust the CopSonic certificate on iOS devices. 

 

Once the App is installed, when trying to run it, a warning will probably appear that the certificate 

is not reliable since the App has not been downloaded from Apple's App Store.  

 

To indicate to the system that we do trust the certificate, we must follow the following steps that 

might vary depending on the exact Apple device and the OS version: 

 

1- Go to the Settings of your device: 
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2- In the section Generals, click Device Management 

 

3- Click on the enterprise App that appears in the following picture: 

 

 

NB: “Société Euroaméricaine de Commerce” is the name of the mother company of CopSonic. 
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4- Click on “Trust …” option: 

 

 

5- Confirm by clicking again on the button Trust  


